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Nauta Security Storage B.V., located at Hanzeweg 10, 3771 NG Barneveld, is responsible for the 
processing of personal data as described in this privacy policy.

Through our website, privacy-sensitive data, also known as personal data, is processed.
Nauta Security Storage B.V., considers the careful handling of personal data to be of great 
importance. We therefore process and secure personal data with the utmost care. In our 
processing, we comply with the requirements of privacy legislation. This means, among other 
things, that we:

•	 Clearly specify our purposes before processing personal data, via this privacy policy;
•	 Limit our collection of personal data to only the personal data necessary for legitimate 

purposes;
•	 First ask for your explicit consent to process your personal data in cases where your consent is 

required;
•	 Take appropriate security measures to protect your personal data and also demand the same 

from parties processing personal data on our behalf;
•	 Respect your right to access, correct, or delete your personal data at your request.

Nauta Security Storage B.V. is responsible for the data processing. In this privacy policy, we 
explain what personal data we collect and use, and for what purpose, on the website 
www.batteryguard.com/en/. We recommend you read this carefully.

If you have any questions or want to know exactly what data we hold about you, please contact 
Nauta Security Storage B.V.

Special and/or sensitive personal data we process 
Our website and/or service does not intend to collect data on website visitors who are younger 
than 16 years old, unless they have permission from a parent or guardian. However, we cannot 
verify whether a visitor is over 16. We therefore recommend that parents be involved in their 
children’s online activities to prevent data being collected on children without parental consent. 
If you are convinced that we have collected personal data on a minor without such permission, 
please contact us at info@nauta.com, and we will delete this information.

The purpose and legal basis on which we process personal data 
Nauta Security Storage B.V. processes your personal data for the following purposes:
– Handling your payment;
– Being able to call or email you if necessary to carry out our services;
– Informing you about changes to our services and products;
– Delivering goods and services to you;

How long we retain personal data 
Nauta Security Storage B.V. does not retain your personal data longer than is strictly necessary to 
achieve the purposes for which your data is collected. We apply the following retention periods for 
the following categories of personal data:

– 6 months



Contact form and newsletter 
You can use the contact form to ask us questions or make requests. For this, we use your name, 
address details, phone number, and email address. We do this based on your consent. We store 
this information until we are certain that you are satisfied with our response. 
 
We offer a newsletter to inform interested parties about our products and/or services. Each 
newsletter contains a link to unsubscribe. 
 
Your email address is automatically added to the list of subscribers. This data is kept until you 
unsubscribe.

Sharing with third parties
We work with certain companies that may receive your personal data, as mentioned above, from 
us.

Statistics and profiling
We keep statistics on the usage of our website. With these statistics, we improve our website to 
show only relevant information.

Advertising
We would like to send you advertisements about offers and new products or services. 
We do this: 

• by e-mail

You can object to these advertisements at any time. Every email contains an unsubscribe link. 

Location data
If necessary for the service, we may collect your location data (GPS). Your consent will be requested 
at the time of collection. 
 
These (location) data may also be stored and processed by providers of navigation or map 
software, such as Google Maps. Additionally, these data may be used by companies like Google or 
Apple themselves. We have no control over this. Therefore, always read the privacy policies of the 
respective provider.

Sharing with other companies or institutions 
With the exception of the partners mentioned above, we do not provide your personal data to 
other companies or institutions under any circumstances, unless we are legally obliged to do so (for 
example, if the police request it in case of a suspected crime).



Cookies
Nauta Security Storage B.V. uses functional, analytical, and tracking cookies. Cookies are small 
files in which we can store information, so you don’t have to enter it repeatedly. They also allow us 
to recognize when you revisit our site. 
 
These cookies ensure that the website functions properly, such as remembering your preferred 
settings. They are also used to optimize the website. Additionally, we place cookies that track your 
browsing behavior so we can offer personalized content and advertisements. 
 
When you visit our website for the first time, we display a notification explaining cookies. We will 
ask for your consent to use these cookies. 
 
You can opt out of cookies by configuring your web browser to stop storing them. You can also 
delete any previously stored information through your browser’s settings. However, some parts of 
our website may not function correctly without cookies. 
 
We have agreements with other companies that place cookies regarding the use of these cookies. 
However, we do not have full control over what they do with the cookies. Therefore, please also 
read their privacy policies. (Note: These policies may change frequently.) 
 
For further information, see: 
www.veiliginternetten.nl/thema/privacy/cookies-wat-zijn-het-en-wat-doe-ik-ermee/

Google Analytics
We use Google Analytics to monitor how visitors use our website. We have entered into a data 
processing agreement with Google, which includes strict agreements about what they are allowed 
to track. We have not permitted Google to use the collected Analytics information for other Google 
services. Additionally, we ensure that Google anonymizes the IP addresses.

Security
The security of personal data is very important to us. To protect your privacy, we take the following 
measures:
•	 The data is stored in a separate, secured system after receipt;
•	 We take physical security measures, such as locks and safes, to protect access to the systems 

where personal data is stored;
•	 We use secure connections (Secure Sockets Layer or SSL) to protect all information exchanged 

between you and our website when you enter personal data.

Changes to this privacy statement 
We reserve the right to make changes to this privacy statement. It is advisable to consult this 
privacy statement regularly to stay informed of any updates. We will do our best to announce any 
significant changes separately.



Access, modify, and delete your data 
If you have any questions or want to know what personal data we hold about you, you can always 
contact us. See the contact details below.

You have the following rights:
•	 Receive an explanation of what personal data we have and what we do with it;
•	 Access the exact personal data we have;
•	 Correct any errors;
•	 Have outdated personal data deleted;
•	 Have personal data transferred to another party;
•	 Withdraw your consent;
•	 Object to a particular use of your data. 

You can send a request for access, correction, deletion, transfer of your personal data, or a request 
to withdraw your consent or object to the processing of your personal data to info@nautasecurity.
com. 
 
To ensure that the request for access is made by you, we ask you to include a copy of your ID with 
the request. In this copy, please black out your photo, MRZ (machine readable zone, the strip with 
numbers at the bottom of the passport), passport number, and Citizen Service Number (BSN) to 
protect your privacy. We will respond to your request as soon as possible, but within four weeks.

Filing a complaint 
Nauta Security Storage B.V. takes the protection of your data seriously and takes appropriate 
measures to prevent misuse, loss, unauthorized access, unwanted disclosure, and unauthorized 
modification. If you believe that your data is not properly secured or there are indications of misuse, 
you have the right to file a complaint with the supervisory authority, the Dutch Data Protection 
Authority (“Autoriteit Persoonsgegevens”).

Contact details:
www.batteryguard.com
Hanzeweg 10
3771 NG Barneveld
+31 342 455060


